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Abstract of the contribution: this contribution elaborates on the evaluation and conclusion for Key Issue 2 (Reliable communication service between UE and SCEF) captured in TR 23.730 and proposes a way forward.
1. Discussion
In TR 23.730 [1] the overall evaluation part for Key Issue 2 (Reliable communication service between UE and SCEF) is currently missing (see [1], subclause 7.2). As far as it concerns the conclusion part, subclause 8.2 of [1] reads as follows:

For Key Issue #2 (Reliable communication service between the UE and SCEF):

-
Solution 5, Alternative 5a, Option 1, titled "Based on UE - SCEF acknowledgment" in clause 6.5 is the basis for the normative work for providing a mechanism for the UE to determine if the data was successfully delivered to the SCEF and vice versa.

-
Solution 5, Alternative 5c, titled "Based on hop by hop acknowledgment" in clause 6.5 is the basis for the normative work for improving overall reliability of messaging between the UE and SCEF.

Decision on whether one of the alternative 5a or 5c, or both need to be standardized will be taken at the next meeting. It is FFS if Alternative 10c need to be standardized and whether or not the reliable data delivery service can be enabled and disabled.

Consequently, it remains to be decided if alternative 5a (based on UE - SCEF acknowledgment, see subclause 6.5.1.2 of [1]), or alternative 5c (based on hop by hop acknowledgment, see subclause 6.5.1.4 of [1]), or both need to be standardized. We address this point by analysing the aspects below.
1.1 Scope of the key issue

As reported in subclause 5.2.2 of the TR [1], the architectural requirements for this key issues are: 

-
The system should support reliable data delivery between the UE and the SCEF.

-
The system should support disabling/enabling reliable data delivery capability (per UE per PDN connection) by 3rd party service provider.

The first bullet could be understood as the system being able to provide a UE-SCEF (fully) reliable communication. In this case, this would imply a new UE to SCEF (and SCEF to UE) acknowledge mechanism, and, consequently, a new UE-SCEF interface and, potentially, a new protocol.

However another valid interpretation of the first bullet is that the system should be able to provide UE-SCEF communication more reliable than the current one. In that sense, both alternative 5a and alternative 5c are within the scope of the key issue.

Observation: both alternatives 5a and 5c are within the scope of the key issue. 

1.2 No need of two alternatives

As explained above, both alternatives address the scope of the key issue.

We believe we should avoid duplication of functions inside our systems. If we allow both alternatives to be standardized:
· Unnecessary complexity is introduced in the system (e.g., the SCEF could be requested to implement both alternatives);
· When both alternatives are implemented in the same system, unnecessary signalling is generated. This goes against the spirit of CIoT enhancements, which were designed for the exchange of small amounts of data.

Observation: allowing the possibility to implement both options in the same system would generate unnecessary complexity and signalling.
1.3 Alternatives comparison

	
	Alternative 5a 

UE-SCEF acknowledgment based
	Alternative 5c

Hop-by-hop acknowledgment based

	Impacted entities
	UE and SCEF (
	eNB, MME and SCEF (no impact on UE) (

	Architectural impact
	New interface between UE and SCEF (((
	None (((

	Protocol impact
	New 3GPP protocol for UE-SCEF transport: new specification(s), including new procedure (e.g., interface setup, secure transport, etc.) and new messages (e.g., transport, acknowledge, etc.). (((
	S1-MME interface: new eNB to MME ACK message/procedure

T6a interface: new MME to SCEF message/procedure (

	Signalling impact
	A new UE-SCEF ACK message needs to be sent for each UE-SCEF data sent (in both UL and DL), therefore generating a higher NAS signalling load. (((
	Only for DL (SCEF to UE) data: an MME to SCEF ACK message and an eNB to MME ACK message need to be sent. (

	Full reliability 
	Supported. (
	Non-supported. (


Observation: Alternative 5c has less impact than Alternative 5a. In particular, it does not require changes to the UE hence allowing reliable UE-SCEF communication also for Rel-13 UEs.

2. Conclusions

Despite not guaranteeing full reliability, alternative 5c allows to improve the UE-SCEF communication reliability not only for Rel-14 UEs, but also for Rel-13 UEs (while alternative 5a addresses only Rel-14 UEs). The impact introduced by alternative 5a option 1 is higher than the one by alternative 5c, especially in terms of signalling load. Because of that, we propose the following:
Proposal: only alternative 5c should be standardized.
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